Cryptocurrency Wallet Disclaimer

Important Information regarding Science Coins use of Blockchain
Wallets, including Security, and User Responsibility

Introduction to Cryptocurrency Wallets

A cryptocurrency wallet is a software application or physical device that enables users to store,
send, and receive digital currencies such as Bitcoin, Ethereum, and other blockchain-based assets.
Wallets do not actually hold the coins but rather the cryptographic keys required to authorize
transactions on the blockchain.

Understanding the Blockchain

The blockchain is a decentralized, distributed ledger technology that records all cryptocurrency
transactions in a secure and immutable manner. Each transaction is verified by a network of
computers (nodes) and added to a chain of blocks, ensuring transparency and security. Users
interact with the blockchain through their wallets, using private and public keys to sign and verify
transactions.

Security and User Responsibility

Your cryptocurrency wallet is protected by a combination of public and private keys, as well as a
password or passphrase. It is crucial to keep your private keys and wallet password secure and
confidential. If you lose access to your keys or password, you may permanently lose access to your
funds, as there is typically no way to recover them without this information.

e Never share your private keys or password with anyone.

e Store your keys and password in a secure, offline location.

e Consider using hardware wallets or trusted password managers for added security.

e Be aware of phishing attempts and only use official wallet software or websites.

Disclaimer

The use of cryptocurrency wallets is at your own risk. You are solely responsible for safeguarding
your private keys, passwords, and recovery phrases. Loss, theft, or unauthorized access resulting
from negligence or sharing sensitive information may result in irreversible loss of your digital assets.
The wallet provider, software developer, or any associated party is not liable for any financial losses,
damages, or unauthorized transactions resulting from compromised wallet security.

By using this wallet, you acknowledge and accept full responsibility for the management and
security of your cryptocurrency and personal information.



